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received. This paper studies the end-to-end delay in dessre
local area network. End to end delay is the summation of
processing, transmission, propagation and queuing delay which
is the upload or download time when copying a file. This work
studies the various delays that accompany the download of
various file sizes. In this study, computers are netwebrtigether
using Ubiquiti radio with one dedicated computer serving as a
server. File sizes ranging from 5 MB to 1000 MB were
downloaded to determine the download time. The effeatyig
processor speed on a given file size download was investigated.
The results show that download time varies and depend on
processor speed, the number of processes or sessions and
wireless speed. The distance of the computer from therraats
independent of the download time.
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1. INTRODUCTION

A computer network consists of two or more compithat are interconnected in order to share ressurc
and information. Computers in a network can be eoted through cable, radio waves and satellite
(Winkelman, 1998). The computer network has beepogmlar and widely spread in recent years (Wang
and Ramanathan, 2014). The centralized network sughports single hop communication (Chen, 2013).
Sharing of resources can also be done between enoddrs and electronic gadgets inside an automobile
also called in-car multimedia system with almostdmninistrative cost (Sharma et al., 2010). Thalriee
connect computers and other related equipmentmatitietwork even wirelessly (using Wi-Fi technolpgy
cannot be over-emphasized in organizations, homedfields of operation for resource sharing such as
hardware (printer, web camera etc.), files anddadweb information and the likes (Lemone, 2015).
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Presently, wireless sensors network is being depldgr connecting smart meters. Smart meters triansm
their power readings to the electricity board (Rimaret al., 2013).

While most IEEE 802.11b based networks assumetdis@mle-hop) communication between a mobile
node and an access point, the situation is expézigltange in the near future. This is becausertterging
IEEE 802.11a standard typically supports higheadates up to 54 Mbps only over short distances of
approximately 33 m (Wang and Ramanathan 2014). Phepose end-to-end delay assurances for delay
sensitive applications in a multi-hop wireless loasea network (WLAN). An alternative method of
achieving a higher data rate for larger distansde bperate the mobile node in a multi-hop modeltiM

hop mode refers to when messages are transfemedniode to node (Wang et al., 2004). IEEE802.Hl is
standard for implementing wireless local area netwit has a data rate of about 2 Mbps and an t¢ipgra
frequency of 2.4 GHz. IEEE802.11a and IEEE802.I#bstandards having a data rate of 54 Mbps and 11
Mbps respectively operating 5 GHz frequency. Déftag system also depends on the packet size. Large
packet size can be broken down to reduce bothalodsielay between nodes (Korhonen and Wang 2005).
Sharma et al. (2010) presented the network modaktatay model for ad hoc In-car multimedia network.
The end-to-end delay presented by Wang and Ranamé014) and Sharma et al. (2010) both considered
end to end delay of mobile nodes in a multihopesysattributing such delays to be as a result ofipiel
nodes in the hops, routing, media access conttbpanket scheduling algorithms with less attentiorthe
processor speed of the mobile node. This paperitiewto address this. In this work, the effecpadcessor
speed and wireless speed on the download timséssesd.

2. MATERIALS AND METHODS
2.1. Network Topology

There are basic elements (devices) that make upetweork system and each of these devices play an
important role in the design of the network. Theknents are:

RJ-45 connectors (plugs)
Hard Server
Soft Server (Operating system)

1. Omni-directional antenna
2. Ubiquiti bullet radio

3. POE Adapter

4. Lightening-Arrestor

5. CAT-5 cable,

6.

7.

8.

Figure 1 shows a basic wireless network. The Ubjduillet is essentially a router so it will haweot IP
addresses: one assigned to it via DHCP from the ®i€ess point (WLAN) and the other is 192.168.1.2
which is the private IP address (LAN) programmet it The POE Injector is the power source for the
bullet. The injector receives 15 V DC, or 220 V A€d injects that into the Cat 5 cable where théebul
picks it up as its power supply. Hardware servarphysical computer providing services to othenjgoters
(client computers/workstations) on the network.tSefvers are software operating systems thates th
ability to coordinate the sharing of network resmsrlike files, software, peripherals etc. In theemce of
DHCP, all hosts on a network must be manually ¢améd individually - a time-consuming and error+pgo
undertaking (Wireless Standards Whitepaper, 2015).
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2.2. Wireless Access Point Model
The wireless coverage was chosen to be a radias@rh. That is, the nodes can communicate with one

another through a distance of 250m. Antenna gasaaiculated using the power density formula (Roddy
and Coolen, 2007).

P= — 1)
Where P refers to power density or received powdr a refers to transmitted power.

2.3. Antenna Height Model

This was obtained from Equation 2 as follows (Roddg Coolen, 2007):
= - )

Where refers to velocity of light (3x  m/s), refers to frequency of propagatiomefers to wavelength.
2.4. Network Design Model
The IP address is numerically assigned numbentalavices connected in a network. It is basicaltyrary
number of four octets. For easy memorization, #meyconverted to decimal number. A class-C IP addre
is one with IP address ranging from 192.x.x.x t8.285.255.255 while class B IP address ranges from
0.0.0.0 to 128.255.255.255. x can take any valum fd to 254. Class C IP address first octet (binamber
of 8 digits) represented in decimal starts from 488 ends at 223.

Number of a host on a class—C Network =-2 3)
Where N = number of network bits available for Huest; which in this case is 8 for a class C andbt&

class B. The number of hosts that can be connesiad class C IP address is about 254 hosts.dip#per,
since the small network is needed, the class @dPeas was used.
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Two IP addresses (the first IP address and laatitiPess from the range of addresses used) by tafaul
reserved for network and broadcast address wittstbaet mask of 255.255.255.0. A subnet mask is an
address that shows the network and host portian @riternet Protocol (IP) address. A local netwantéiress

of 192.168.1.0 was chosen. Additionally, the foliogvstatic IP-addresses were allocated. Defaudivgay:
192.168.1.2 and server operating system: 192.168The rest of the IP-addresses were allocatedeo t
dynamic host control protocol (DHCP) services tloadte to the client network and this ranged from
(192.168.1.3 to 192.168.1.254). The allocationasedautomatically by the computer or node throdmgh t
dynamic host control protocol.

To set up a computer network, two things are ingrrtphysical connectivity and logical connectivity
Physical connectivity involves the use of Ethewadile to connect various devices. The connectibwmdsn
the same devices uses cross-over cabling and dimméetween different devices uses straight-thhoug
cabling. The cable is held in place by a connecatled R-J 45 through the use of a crimping todle T
Ubiquiti radio or Bullet is essentially a routehdrouter is configured to operate in a network.

Antenna
Laptop POE InJ'eCtOF
INENT
Bullet
Radio

Cat 5 Network —
Cable

Figure 2: computer network set up

The computer network of Figure 2 is set up using fbllowing steps which represent the physical
connectivity:

Connect the bullet to the antenna and insert odeoéthe Cat 5 cable into the Bullet.

Insert the other end of the Cat 5 into the powar @thernet Injector port.

Connect power over ethernet injector to a fused EAirce of 12-V power and install a switch for
turning the POE Injector on and off as needed.

Connect one end of a Cat 5 cable to the Networkgothe POE injector and the other end to the
LAN port on the computer.

Switch on the power to the injector and single griéght power on the bullet as the internal AirOS
software boots up.

The logical connectivity is achieved by assigniRgalddresses to the Ubiquiti bullet radio as welbther
parameters in the wireless settings. ThereaftdiettRadio is configured using the following steps:

Click on start, open Control Panel > Network & Shgrcentre > Local Area Connection. In Local
Area Connection Status > General, click Properties.

In Local Area Connection Properties > General, ctelaternet Protocol (TCP/IP) and click
Properties.

In Internet Protocol (TCP/IP) Properties > Genegalect Use the following IP address.

Enter the IP address and Subnet Mask. The defawdtdress of the radio is 192.168.1.21, which
cannot be used here. Type IP address 192.168.4d2dasdeway 192.168.1.2
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Open a browser (e.g. Internet Explorer, Firefox,e@p etc.) and type in the address bar:

http://192.168.1.2
When the connect page appears, type the defautiame "ubnt” and password “ubnt” as shown

in Figure 3:

Figure 3:Start screen of the Ubiquiti bullet configuration

When the user name and password is supplied, togvfiog screen in the Figure 4 appears and necgssar
information supplied to finish the configuration.

=Sy —ay

Logout

BASIC WIRELESS SETTINGS
wireless Mode:[21 [ Access Point [+]
SSID: [WI-FI PROJECT [] Hide SSID

Country Code: I UNITED STATES

IEEE 802.11 Mode: | B/G mixed [+]

Channel Spectrum Width:[21 | 20MHz [+ | Max Datarate: 54Mbps

ch I Shifting:[2] | Disabled [+ ]
Channel: [1- 2412 MHz [=]
Antenna Gain: |15— dBi Cable Loss: |0 dB
Output Power: —_—C) [277 dBm [¥] Auto EIRP regulatory limiter

Data Rate, Mbps: | 54 [+] [¥]Auto

WIRELESS SECURITY

Security: | WPA [==]
Authentication Type: @ Open Shared Key
WEP Key Length: [ 64 bit | -] Key Type: HEX [«
WEP Key: | Key Index: Il—-
WPA Preshared Key: |adrninistrator
MAC ACL: [|Enabled Policy: [Allow [=]]

Figure 4: Bullet configuration showing basic wireless sgtiand wireless security

2.4.1. Testing of network

For network testing, Cisco Packet Tracer was usédure 5 shows how the packets are being sertien t
network based on the initial network configuration.
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Figure 5: Packets transfer on the wireless network

RSSI refers to the relative received signal acoaydd the IEEE 802.11 system. It refers to the pdessel

of the receiver radio. The RF guidelines speciiiethe Cisco 7925G Wireless IP Phone Deployment&ui
require a minimum Signal to noise ratio (SNR) ofdE Therefore, to achieve a signal coverage oB#7d
RSSI taking account an SNR of 25dB, the actualadigaverage will be -92dBm (Site Survey Guidelines
for WLAN Deployment - Cisco). When coverage testspgerformed at 2.4 GHz, is the frequency of WLAN
according to IEEE 802 standards, it is recommenddthve the lower data rates disabled. This isumseta
the -67 dBm RSSI coverage area is larger at 1 Mbfesrate than 12 Mbps. In order not to increasereme
area beyond 250 m, lower data rate is removed. ting/élata rates is among the effective ways of cay
channel utilization (Croak and Kim, 2015). The wass signal characteristics can be tested usirigusar
means which include the usage of test INSSIDewsoé. The software can also be used to take agiaph

of signal performance at a specific region and e@mpare them with the performance from other regjio

3. RESULTS AND DISCUSSION
3.1. Download Speed and Time
The average time it will take to download a pattcsize of the file from the server at differemgtdnces
are given in Figure 6 to 9. The host computers Warated at the chosen distances of 16 m, 38 nm) 88d
100 m from the server.
Recall (Peterson and Davie, 2003):

=Q( + + ) (4)
where Q = numbers of routers between source arichaiésn

refers to end-to-end delay

The transmission delay also called store and fahwatay is the amount of time needed to transnukeiss

bit. Processing delay is the time required to erarthe packet and to determine where to direcptuoket
and also includes the time to check for bit levebies. For short distance up to a kilometre, prapiag
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delay can be ignored (Kurose and Ross, 2000). thaidad time was obtained experimentally while the
processing speed and transmission speed was abthewretically.
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Figure 6: Relationship between transmission delay, proggedsiay and download time at 16 m and wireless
speed of 37.03 Mbps
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Figure 7: Relationship between transmission delay, progedsiay and download time at 38 m and wireless
speed of 47.12 Mbps

The transmission delay varies slightly as file simreases. The transmission delay is fairly caristad
contribute less to the total delay. The procesdiglgy varies as the file size increases. The hitifefile
size, the higher the processing delay. The downiimael and the processing delay time were at itekiw
value when the wireless speed of the router wits gteatest at 47.12 Mbps. The download time &ed t
processing delay were at its peak when the wiredpsed of the router was at its lowest. This shibwat
download tends to be faster as the wireless ineseaisd vice versa.
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Figure 8: Relationship between transmission delay, procedslag and download time at 58 m and wireless
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Figure 9: Relationship between transmission delay, progedsiay and download time at 100 m and wireless
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4. CONCLUSION

The results of the study show that download tintices when the wireless speed of the router ineseas
and vice versa.
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