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A faster and reliable method of sending and receiving information 
is very important in the globalized world today. Therefore, 
electronic copies of file and messages are rapidly replacing hard 
paper information. As a result, the rate of upload and download 
becomes very important when electronic messages are sent or 
received.  This paper studies the end-to-end delay in a wireless 
local area network. End to end delay is the summation of 
processing, transmission, propagation and queuing delay which 
is the upload or download time when copying a file. This work 
studies the various delays that accompany the download of 
various file sizes. In this study, computers are networked together 
using Ubiquiti radio with one dedicated computer serving as a 
server. File sizes ranging from 5 MB to 1000 MB were 
downloaded to determine the download time. The effect of varying 
processor speed on a given file size download was investigated. 
The results show that download time varies and depend on 
processor speed, the number of processes or sessions and 
wireless speed. The distance of the computer from the router was 
independent of the download time. 
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1. INTRODUCTION 

A computer network consists of two or more computers that are interconnected in order to share resources 
and information. Computers in a network can be connected through cable, radio waves and satellite 
(Winkelman, 1998). The computer network has been so popular and widely spread in recent years (Wang 
and Ramanathan, 2014). The centralized network only supports single hop communication (Chen, 2013). 
Sharing of resources can also be done between mobile users and electronic gadgets inside an automobile 
also called in-car multimedia system with almost no administrative cost (Sharma et al., 2010). The need to 
connect computers and other related equipment within a network even wirelessly (using Wi-Fi technology) 
cannot be over-emphasized in organizations, homes and fields of operation for resource sharing such as 
hardware (printer, web camera etc.), files and folders, web information and the likes (Lemone, 2015).  
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Presently, wireless sensors network is being deployed for connecting smart meters. Smart meters transmit 
their power readings to the electricity board (Dharam et al., 2013). 

While most IEEE 802.11b based networks assume direct (single-hop) communication between a mobile 
node and an access point, the situation is expected to change in the near future. This is because the emerging 
IEEE 802.11a standard typically supports higher data rates up to 54 Mbps only over short distances of 
approximately 33 m (Wang and Ramanathan 2014). They propose end-to-end delay assurances for delay 
sensitive applications in a multi-hop wireless local area network (WLAN). An alternative method of 
achieving a higher data rate for larger distances is to operate the mobile node in a multi-hop mode. Multi-
hop mode refers to when messages are transferred from node to node (Wang et al., 2004).  IEEE802.11 is a 
standard for implementing wireless local area network. It has a data rate of about 2 Mbps and an operating 
frequency of 2.4 GHz. IEEE802.11a and IEEE802.11b are standards having a data rate of 54 Mbps and 11 
Mbps respectively operating 5 GHz frequency. Delay in a system also depends on the packet size. Large 
packet size can be broken down to reduce both loss and delay between nodes (Korhonen and Wang 2005).  
Sharma et al. (2010) presented the network model and delay model for ad hoc In-car multimedia network. 
The end-to-end delay presented by Wang and Ramanathan (2014) and Sharma et al. (2010) both considered  
end to end delay of mobile nodes in a multihop system attributing such delays to be as a result of multiple 
nodes in the hops, routing, media access control and packet scheduling algorithms with less attention on the 
processor speed of the mobile node. This paper is written to address this. In this work, the effect of processor 
speed and wireless speed on the download time is assessed. 

2. MATERIALS AND METHODS 

2.1. Network Topology 

There are basic elements (devices) that make up the network system and each of these devices play an 
important role in the design of the network. These elements are:  

1. Omni-directional antenna 
2. Ubiquiti bullet radio 
3. POE Adapter 
4. Lightening-Arrestor 
5. CAT-5 cable,  
6. RJ-45 connectors (plugs) 
7. Hard Server 
8. Soft Server (Operating system) 

Figure 1 shows a basic wireless network. The Ubiquity bullet is essentially a router so it will have two IP 
addresses: one assigned to it via DHCP from the WiFi access point (WLAN) and the other is 192.168.1.2 
which is the private IP address (LAN) programmed into it. The POE Injector is the power source for the 
bullet. The injector receives 15 V DC, or 220 V AC and injects that into the Cat 5 cable where the bullet 
picks it up as its power supply. Hardware server is a physical computer providing services to other computers 
(client computers/workstations) on the network. Soft-servers are software operating systems that as the 
ability to coordinate the sharing of network resources like files, software, peripherals etc. In the absence of 
DHCP, all hosts on a network must be manually configured individually - a time-consuming and error-prone 
undertaking (Wireless Standards Whitepaper, 2015). 
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Figure 1: Wireless network 

2.2. Wireless Access Point Model 

The wireless coverage was chosen to be a radius of 250m. That is, the nodes can communicate with one 
another through a distance of 250m. Antenna gain was calculated using the power density formula (Roddy 
and Coolen, 2007).  

P =   
� �

���� �           (1) 

Where P refers to power density or received power and  � 	  refers to transmitted power. 

2.3. Antenna Height Model  

This was obtained from Equation 2 as follows (Roddy and Coolen, 2007): 

�  =  



�
           (2) 

Where �  refers to velocity of light (3×� �  m/s), �  refers to frequency of propagation, �  refers to wavelength. 

2.4. Network Design Model 

The IP address is numerically assigned number to any devices connected in a network. It is basically a binary 
number of four octets. For easy memorization, they are converted to decimal number. A class-C IP address 
is one with IP address ranging from 192.x.x.x to 223.255.255.255 while class B IP address ranges from 
0.0.0.0 to 128.255.255.255. x can take any value from 0 to 254. Class C IP address first octet (binary number 
of 8 digits) represented in decimal starts from 192 and ends at 223.     

Number of a host on a class–C Network = � �  -2      (3) 

Where N = number of network bits available for the host; which in this case is 8 for a class C and 16 for a 
class B. The number of hosts that can be connected using class C IP address is about 254 hosts. In this paper, 
since the small network is needed, the class C IP address was used.  
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Two IP addresses (the first IP address and last IP address from the range of addresses used) by default are 
reserved for network and broadcast address with the subnet mask of 255.255.255.0. A subnet mask is an 
address that shows the network and host portion of an Internet Protocol (IP) address.  A local network address 
of 192.168.1.0 was chosen. Additionally, the following static IP-addresses were allocated. Default gateway: 
192.168.1.2 and server operating system: 192.168.1.1. The rest of the IP-addresses were allocated to the 
dynamic host control protocol (DHCP) services to allocate to the client network and this ranged from 
(192.168.1.3 to 192.168.1.254). The allocation is done automatically by the computer or node through the 
dynamic host control protocol.  

To set up a computer network, two things are important: physical connectivity and logical connectivity. 
Physical connectivity involves the use of Ethernet cable to connect various devices. The connection between 
the same devices uses cross-over cabling and connecting between different devices uses straight-through 
cabling. The cable is held in place by a connector called R-J 45 through the use of a crimping tool. The 
Ubiquiti radio or Bullet is essentially a router. The router is configured to operate in a network. 

 
Figure 2: computer network set up 

The computer network of Figure 2 is set up using the following steps which represent the physical 
connectivity: 

·  Connect the bullet to the antenna and insert one end of the Cat 5 cable into the Bullet.  
·  Insert the other end of the Cat 5 into the power over ethernet Injector port. 
·  Connect power over ethernet injector to a fused (2A) source of 12-V power and install a switch for 

turning the POE Injector on and off as needed. 
·  Connect one end of a Cat 5 cable to the Network port on the POE injector and the other end to the 

LAN port on the computer.  
·  Switch on the power to the injector and single green light power on the bullet as the internal AirOS 

software boots up.  

The logical connectivity is achieved by assigning IP addresses to the Ubiquiti bullet radio as well as other 
parameters in the wireless settings. Thereafter, bullet Radio is configured using the following steps: 

·  Click on start, open Control Panel > Network & Sharing centre > Local Area Connection. In Local 
Area Connection Status > General, click Properties.  

·  In Local Area Connection Properties > General, select Internet Protocol (TCP/IP) and click 
Properties.  

·  In Internet Protocol (TCP/IP) Properties > General, select Use the following IP address.  
·  Enter the IP address and Subnet Mask. The default IP address of the radio is 192.168.1.21, which 

cannot be used here. Type IP address 192.168.1.21 and gateway 192.168.1.2  



524 
F. Onaifo et al. / Nigerian Research Journal of Engineering and Environmental Sciences  

4(1) 2019 pp. 520-528 
·  Open a browser (e.g. Internet Explorer, Firefox, Opera, etc.) and type in the address bar: 

http://192.168.1.2 
·  When the connect page appears, type the default username "ubnt” and password “ubnt” as shown 

in Figure 3:  

 
Figure 3: Start screen of the Ubiquiti bullet configuration 

When the user name and password is supplied, the following screen in the Figure 4 appears and necessary 
information supplied to finish the configuration. 

 
Figure 4: Bullet configuration showing basic wireless settings and wireless security 

2.4.1. Testing of network  

For network testing, Cisco Packet Tracer was used.  Figure 5 shows how the packets are being sent on the 
network based on the initial network configuration.     
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Figure 5: Packets transfer on the wireless network 

RSSI refers to the relative received signal according to the IEEE 802.11 system. It refers to the power level 
of the receiver radio. The RF guidelines specified in the Cisco 7925G Wireless IP Phone Deployment Guide 
require a minimum Signal to noise ratio (SNR) of 25 dB. Therefore, to achieve a signal coverage of-67dBm 
RSSI taking account an SNR of 25dB, the actual signal coverage will be -92dBm (Site Survey Guidelines 
for WLAN Deployment - Cisco). When coverage tests are performed at 2.4 GHz, is the frequency of WLAN 
according to IEEE 802 standards, it is recommended to have the lower data rates disabled. This is because 
the -67 dBm RSSI coverage area is larger at 1 Mbps data rate than 12 Mbps. In order not to increase coverage 
area beyond 250 m, lower data rate is removed. Lowering data rates is among the effective ways of reducing 
channel utilization (Croak and Kim, 2015). The wireless signal characteristics can be tested using various 
means which include the usage of test InSSIDer software. The software can also be used to take a time graph 
of signal performance at a specific region and even compare them with the performance from other regions.  

3. RESULTS AND DISCUSSION 

3.1. Download Speed and Time 

The average time it will take to download a particular size of the file from the server at different distances 
are given in Figure 6 to 9. The host computers were located at the chosen distances of 16 m, 38 m, 58 m and 
100 m from the server.  

 Recall (Peterson and Davie, 2003): 

� ����	�����   = Q (  � ���
 +  � 	����   +    � ���� )      (4) 

where Q = numbers of routers between source and destination 

� ����	�����     refers to end-to-end delay 

The transmission delay also called store and forward delay is the amount of time needed to transmit packet’s 
bit.  Processing delay is the time required to examine the packet and to determine where to direct the packet 
and also includes the time to check for bit level errors. For short distance up to a kilometre, propagation 
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delay can be ignored (Kurose and Ross, 2000). The download time was obtained experimentally while the 
processing speed and transmission speed was obtained theoretically. 

 
Figure 6:  Relationship between transmission delay, processing delay and download time at 16 m and wireless 

speed of 37.03 Mbps 

 
Figure 7:  Relationship between transmission delay, processing delay and download time at 38 m and wireless 

speed of 47.12 Mbps 

The transmission delay varies slightly as file size increases. The transmission delay is fairly constant and 
contribute less to the total delay. The processing delay varies as the file size increases. The higher the file 
size, the higher the processing delay. The download time and the processing delay time were at its lowest 
value when the wireless speed of the router was at its greatest at 47.12 Mbps. The download time and the 
processing delay were at its peak when the wireless speed of the router was at its lowest. This shows that 
download tends to be faster as the wireless increases and vice versa. 
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Figure 8: Relationship between transmission delay, processing delay and download time at 58 m and wireless 

speed of 42.19 Mbps 

 
Figure 9: Relationship between transmission delay, processing delay and download time at 100 m and wireless 

speed of 23.18 Mbps 

 
Figure 10:  Relationship between download time and processor speed 
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4. CONCLUSION 

The results of the study show that download time reduces when the wireless speed of the router increases 
and vice versa. 
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